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Abstract
Many social media affordances can affect the quality of online discourse, but such 
an effect remains understudied for the visibility of geolocation, which is available on 
most social media platforms. We looked at the event in which Weibo started to 
display users’ IP locations on 28 April 2022, which was supposed to reduce incivility 
as the deindividuation hypothesis predicted. Leveraging a natural experiment, we 
examined the effect of IP location visibility, with special attention to COVID-19-
related news posts and location-based, uncivil name-calling. We found that displaying 
the IP location in the comments section increased location-based incivility, as 
geolocation can function as an effective cue that signals ideological affiliation and 
fuels conflicts between users holding different political positions on the Chinese 
Internet. Meanwhile, we characterized a moderating effect of audience size on this 
decivilizing effect. Our study suggests that diverse social media affordances can fuel 
group identification and facilitate intergroup behaviors.

Corresponding author:
Tian Yang, School of Journalism and Communication, The Chinese University of Hong Kong, Humanities 
Building, Shatin, Hong Kong SAR. 
Email: tyang@cuhk.edu.hk

1218989 NMS0010.1177/14614448231218989new media & societyGuo et al.
research-article2023

Article

https://uk.sagepub.com/en-gb/journals-permissions
https://journals.sagepub.com/home/nms
mailto:tyang@cuhk.edu.hk
http://crossmark.crossref.org/dialog/?doi=10.1177%2F14614448231218989&domain=pdf&date_stamp=2023-12-30


2 new media & society 00(0)

Keywords
Affordance, deindividuation, incivility, location, social identity, social media

Incivility poses threats to political discussion and online discourse, which are crucial to 
the health of political communication and citizenry (Anderson et al., 2014; Gastil, 2008; 
Habermas, 1987; Papacharissi, 2004). Thus, scholars have long studied how social media 
affordances can shape online discourse (Esau et al., 2017; Neubaum and Weeks, 2023) 
and, particularly, reduce online incivility (e.g. Jaidka et al., 2019). As an affordance ubiq-
uitous on most social media platforms (e.g. Twitter, Facebook, and Instagram), geoloca-
tion may also affect public discussion (Lane, 2019), but its impact on conversational 
styles, especially the use of toxic languages, remains largely underexplored.

In this study, we assessed one particular affordance of geolocation: IP location. 
Affordances refer to object’s potentials for action (Gibson, 1977). As a relational concept 
linking material features and human agency, affordances can enable or constrain some 
uses of technology (Evans et al., 2017), which may affect users’ attitudes and behaviors 
(e.g. Jaidka et al., 2019; Wang and Sundar, 2022; Zhou, 2021).

We argue that geolocation influences online incivility, as it can function as an effec-
tive cue that signals various identities, including ideological affiliation, which facilitates 
group identification and intergroup animosity. This mechanism is not unique to geoloca-
tion. For example, Settle (2018) found that words, videos, and images of lifestyles posted 
on social media, which seem irrelevant to ideological positions and political attitudes, 
can serve as partisan identifiers to fuel polarization (Settle, 2018).

We examined the causal effect of geolocation affordance on one type of online incivil-
ity. Generally, incivility is the expression of disrespect and offensiveness toward others 
(Coe et al., 2014; Kim et al., 2021). Given the relevance to geographical location, we 
particularly focused on a special form of uncivil speech, location-based name-calling, 
which is a direct result of the presence of geographical identity on social media.

Furthermore, we tested the contingencies of such an effect and focused on one criti-
cal factor, audience size, which can shape online discourse, as shown in many previous 
studies (Gil-Lopez et al., 2018; Kim, 2020). Although prior studies have demonstrated 
that larger audiences are positively associated with more online expressions (Barnidge 
et al., 2016; Eveland and Hively, 2009), we know little about how the perceived audi-
ence size affects people’s online incivility and how this effect moderates the impact of 
geolocation.

We employed a natural experiment to analyze the event in which Weibo, a major 
Chinese social media platform, started to display all users’ IP locations on 28 April 2022. 
We focused on a consecutive 25-day period and analyzed more than 160,000 news com-
ments on COVID-19 news posts, which revealed that displaying the IP location in the 
comments section led to more uncivil location-based name-calling. Our study provides 
an empirical assessment to show how an expanded array of social media affordances 
functions as identity cues in a hyper-political environment, which casts light on digital 
governance and content moderation.
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Literature review

Geolocation on digital platforms

As a commonly used affordance, users’ geolocation has been incorporated by most major 
social media platforms for various purposes, such as geotagging, check-in, and self-
presentation. Users make use of their geographical information for dating nearby others 
(Blackwell et al., 2015), cultivating social capital (Hjorth and Gu, 2012), organizing 
collective actions (Su et al., 2022), and performing their identities (Schwartz and 
Halegoua, 2015). Previous studies have mostly paid attention to volunteered geographi-
cal information disclosed by users themselves yet largely overlooked another form of 
location presentation, which is automatically captured and exhibited via geo-sensors of 
mobile devices (Hoffmann and Heft, 2020).

Despite a large body of research on geolocation, limited studies have shed light on the 
role of geolocation in online discussions. One exception is Peng’s (2021) comparison of 
comments sections on two news websites. Peng found that, in the comments of a news 
article covering a scandal in a Chinese province, regional discrimination was more prom-
inent on the website that displayed commenters’ IP locations. However, we argue that 
location-based incivility is not limited to the discussion of negative local news. Rather, it 
may go beyond news content with geographic relevance. In this study, we investigated 
whether and how the presence of geolocation as a social identity shapes news discussion 
on social media.

IP location and antisocial deindividuation

We highlight two lines of theories to consider the possible impact of displaying IP loca-
tion on online incivility. First, antisocial deindividuation posits that anonymity leads to 
deindividuation and may induce anti-normative behavior (Mann et al., 1982; Perfumi 
et al., 2019). Deindividuation refers to a situation in which individuals do not see them-
selves as individuals and decrease self-evaluation (Festinger et al., 1952). In the online 
environment, where people are visually anonymous, do not necessarily reveal their per-
sonal identities, and experience deindividuation (Sproull and Kiesler, 1986), individuals 
can exercise their autonomy without much fear or shame of social disapproval and con-
duct more antisocial communicative behaviors. The concept of toxic online disinhibition 
articulates a similar process: A highly indistinguishable person can avoid responsibility 
for his or her negative actions because of the elusive linkage between personal identity 
and online behaviors (Suler, 2004).

Several studies have provided empirical evidence in various contexts that a higher 
level of anonymity is associated with higher incivility in the comments section of politi-
cal news (Knustad and Johansson, 2021; Rowe, 2015; Santana, 2014). For example, 
Rowe (2015) found that a media website had more uncivil comments than its Facebook 
page, on which the personal identities of commenters were revealed. In contrast, a 
decrease in anonymity, which exerts more normative social pressures on online users, 
will lead to a chilling effect (Penney, 2016). They should hesitate to post uncivil words 
due to the fear of being surveilled by others and the power that may lead to being 
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personally attacked. According to these studies, the incivility on social media will 
decrease, as displaying IP locations induces a lower level of personal anonymity.

IP location as an ideological identity marker

However, social identity theory (SIT; Tajfel, 1978) suggests an alternative direction of 
the effect. In a computer-mediated communication environment, one extension of SIT, 
namely, the social identity model of deindividuation effects (SIDE), may help to further 
elucidate intergroup behaviors. The theory illuminates how behavior criteria can shift 
from the individual level to the social level of identification when personal identity infor-
mation is limited (Reicher et al., 1995). Similar to the deindividuation theory, one pre-
condition of the SIDE is visual anonymity, or people being unable to see or be seen by 
others due to the lack of visual cues (Scott and Rains, 2020). The SIDE proposes that 
visual anonymity can make the characteristics of the group as a whole more salient 
(Postmes et al., 2001). However, different from the classical deindividuation theory, the 
SIDE predicts that people will conform to specific group norms of salient social identi-
ties signaled by those online cues and behave accordingly (Postmes et al., 2001; Reicher 
et al., 1995) instead of exhibiting an idiosyncratic personal identity. A recent study used 
the SIDE to explain the contagion of national identity narratives on social media (Chen 
et al., 2023): Among individually anonymous users, the use of national identity language 
predicted the approval of ingroup stance and imitation of ingroup language in everyday 
social media discussions.

Some studies on the SIDE further distinguished personal anonymity and social ano-
nymity (Jaidka et al., 2022; Reicher et al., 1995: 177). Personal anonymity refers to the 
degree to which one’s personal identity is undetectable, whereas social anonymity char-
acterizes the degree to which one’s social category can be identified (Reicher et al., 
1995). A recent study found that these two together exerted an interaction effect (Jaidka 
et al., 2022), which suggests that the effect of social identifiability is conditional on other 
contextual factors.

Particularly, while the SIDE suggested an identification process, the specific group 
behaviors are contingent upon certain intergroup contexts: Interactions between opposed 
groups were often more negative than those between ingroup members (Marchal, 2022). 
Meanwhile, the faction of ingroup members also matters—a large group size reduces the 
need to emphasize and secure one’s identity, which decreases the motivation to post 
uncivil comments (Rains et al., 2017).

On social media, various affordances can function as identity cues to facilitate such a 
social identification process. In addition, even in a visually anonymous environment, 
people draw inferences about the possible social identities of other users from their 
online traces, including, but not limited to, profile pictures and pages (Munger, 2017), 
the content they post (Settle, 2018), and network associations (Fox and McEwan, 2017). 
Once people recognize the social identity of other individuals, they react accordingly. 
According to SIT, these group-based behaviors generally include ingroup favoritism and 
outgroup derogation: Individuals prefer to benefit and cooperate with ingroup members 
(Balliet et al., 2014) while making negative evaluations about the outgroup and engaging 
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in hostile behaviors under certain conditions (Marchal, 2022). The process further aug-
ments identification and shapes intergroup dynamics.

In our case, the presence of an IP location should indicate one’s regional identity. In 
addition, like other affordances (e.g. Settle, 2018), it sometimes goes beyond revealing 
one’s physical location to indicating one’s ideological affiliation. Sorting among vari-
ous identities further highlights group differences and exacerbates intergroup tensions. 
This is especially the case in China: Similar to many Western democracies, the ideologi-
cal spectrum of online users in China is far from constrained but dispersed and along 
multiple dimensions (Pan and Xu, 2018). Besides a sizable group promoting liberal 
ideologies online (Yang, 2009), with the prominence of right-wing populism and xeno-
phobia on Chinese social media (Yang and Fang, 2023; Zhang, 2020), ingroup solidar-
ity and outgroup exclusion motivated by cyber-populism have risen (Guan et al., 2021). 
The conspiracy narratives of so-called “foreign forces”1 in state propaganda have also 
exacerbated tensions between groups holding various ideologies in Chinese cyberspace. 
Digital platforms afford a variety of cues and channels for expressing political disagree-
ments (Han, 2018a), and news comments on social media provide an arena for users to 
interact with groups that hold different positions. In such a context, whether one is 
abroad or not has been a strong cue to signal one’s ideological identity. For many 
Chinese social media users, accounts with overseas locations from “unfriendly” areas 
are likely to hold very different viewpoints.

Moreover, there is a close connection between ingroup identity and intergroup con-
flict (Brewer, 2001). Especially regarding groups with very different ideological affilia-
tions, the salient group identity can enable anonymous users to behave increasingly 
impolitely or aggressively against people they assume come from the ideologically 
opposing camp. Aggressive intergroup behaviors may further trigger a “spiral of incivil-
ity” to promulgate uncivil feedback from the other side (Chen and Lu, 2017; Kim et al., 
2021).

Given the sorting between geolocation and ideological identities, the presence of IP 
location may fuel group identifications and intergroup conflicts (domestic vs overseas) 
in news comments on social media, especially regarding public issues about which peo-
ple hold a variety of opinions and no single group clearly dominates the conversion.

In short, considering the competing predictions of antisocial deindividuation and the 
SIDE regarding the effects of IP location, we propose the first research question:

RQ1. How does the presence of users’ IP locations affect location-based name-calling 
in news comments?

Role of audience size in incivility

As an important contextual factor, audience size matters to the quality of discussions 
and people’s interactive patterns (Choi et al., 2018). Audience size is about the number 
of people with whom someone communicates (either real or imagined), which can 
influence what people discuss and how they interact (Barasch and Berger, 2014). 
However, prior studies on the effect of audience size on incivility are mixed. First, some 
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scholars have suggested that those who have a larger audience tend to be more civil in 
discussions. In a larger political discussion network, people have a higher number of 
weak ties (Gil De Zúñiga and Valenzuela, 2011), which should provide access to a 
diverse pool of perspectives and political viewpoints. The chance of hearing various 
perspectives nurtures a high level of political tolerance (Mutz, 2002). Meanwhile, peo-
ple with a larger network exhibit more civil behaviors in online discussions with higher 
visibility (Kim, 2020): If users perceive that they are exposed to larger audiences and 
are more likely to hear different opinions in discussion networks, they tend to self-reg-
ulate their political expressions to avoid conflicts with unintended audiences (Klofstad 
et al., 2013; Vraga et al., 2015).

These aforementioned studies, however, did not consider the ephemeral nature of 
many online networks, where higher levels of incivility may be observed when people 
have opportunities to interact with a wider audience. When facing a larger audience, it is 
easier for people to encounter more unfamiliar people. That is, people can easily discon-
nect from weak ties because of the lower psychological cost (Yang et al., 2017), espe-
cially when users encounter political disagreements in online discussions (John and 
Dvir-Gvirsman, 2015). People can be disrespectful and then cut off ties when they take 
offense from unfamiliar people in online discussions (John and Dvir-Gvirsman, 2015). 
As a result, those in large discussion networks are not afraid to freely express their opin-
ions because they are not familiar with most of their audience, and it costs little to main-
tain these weak ties. Thus, a larger audience can be associated with more intolerance, as 
well as more uncivil and toxic language.

Overall, given the mixed evidence in previous studies, we propose a research 
question:

RQ2. How does the audience size of news posts affect the level of location-based 
name-calling in news comments?

As audience size may shape the interaction settings and configure the dynamics of 
deindividuation and group identification—two critical mechanisms by which IP location 
affects incivility—we expect a moderating effect of audience size here. Given the limited 
evidence we have on this relationship, we propose a research question on how audience 
size conditions the effect of IP location on incivility.

RQ3. How does the audience size of media outlets moderate the relationship between 
displaying users’ IP locations and the level of location-based name-calling in news 
comments on social media?

Methods

Natural experiment setting

We chose Weibo, the Chinese version of Twitter,2 as the context of this study. As one of 
the most influential social media platforms in China, Weibo had accumulated 582 mil-
lion monthly active users by the second quarter of 2022 (SinaTech, 2022), when IP 
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locations started to be displayed. In the last decade, Chinese Internet companies have 
constantly struggled to find a balance between the state’s information control and com-
mercial interest (Han, 2018a; Jia and Han, 2020). The state’s tightening regulation on 
online speech promoted a “civilizing process” to regulate so-called “uncivil” online dis-
cussion (Yang, 2018), which essentially strengthened social control. Internet service and 
content providers had to deploy a series of monitoring and censoring mechanisms to 
meet the expectations of the authorities. Social media platforms are also dedicated to 
mitigating the negative impact of censorship on user experiences and commercial prof-
its. Hence, platforms frequently instituted changes in their technical designs to respond 
to the state’s regulations. For example, Weibo introduced a real-name registration policy3 
and the user credit system4 to promote the identifiability and surveillance of online con-
tent to comply with government regulations (Jia and Han, 2020).

We used a natural experiment to study the impact of disclosing geolocation. On 28 
April 2022, Weibo started to reveal all users’ IP locations, both on the users’ homepages 
and in the comments sections (see Figure 1). Domestic locations were displayed at the 
provincial level, whereas foreign locations were located at the country level. Weibo 
(2022) claimed that the adjustment aimed to “maintain a healthy and orderly discussion 
atmosphere” and “ensure the authenticity and transparency of the communicating con-
tent,” which especially aimed to prevent the dissemination of misinformation. We treat 
displaying IP location as an exogenous intervention in an online discussion, which pro-
vides a chance to examine its effect on incivility, with a special focus on location-based 
uncivil name-calling.

Data

The process of data collection is displayed in Figure 2. Referring to Weibo’s official list 
(http://v6.bang.weibo.com/xmt), which covers the most popular accounts in the category 

Figure 1. Example of user homepages and comments sections on Weibo.
Note. The red words are the displayed IP locations. We also included English translations of other informa-
tion.

http://v6.bang.weibo.com/xmt
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of media, we first compiled a list of the 66 most influential media accounts, which con-
sist of official media (newspapers, magazines, and media websites), commercial media, 
and self-media5 (see Table A1 in Supplementary Information). This list includes most 
major news sources on Weibo.

We gathered data over a consecutive 25-day period: 12.5 days before the event as the 
pre-intervention period (Period 1: 16–28 April) and 12.5 days after the event as the post-
intervention period (Period 2: 28 April–10 May). Comments on posts published by the 
selected accounts during the pre-intervention period were treated as our control group, 
and comments produced in the post-intervention period became our treatment group.

The COVID-19 pandemic and related social policies were chosen as the news topics 
we looked at in this study. Given that the Chinese government has implemented radical 
and controversial measures to prevent the evolving pandemic since 2020, heated debates 
about the effects, necessity, and legitimacy of pandemic policies have been prominent. 
Given the stark differences in public policies on pandemic measures between China and 
most other countries, it was believed that people overseas held opinions that differed 
from those of the domestic population (e.g. Qian et al., 2021). Furthermore, the COVID-
19 pandemic was an ongoing and generally stable news topic during the time window, 
and pandemic policies in China were stable over the period.6 The assignment of the treat-
ment on displaying IP location can be treated “as-if” random for posts and comments 
related to this issue. See Supplemental Appendix IV for additional information about the 
COVID-19 topic and its context.

After collecting all posts from these accounts during these two periods, we updated 
the Weibo keyword list developed by Shen et al. (2020) based on our observations (see 
Table A2 in Supplementary Information) to automatically identify 17,285 posts discuss-
ing COVID-19-related issues.

Weibo comments were displayed in a two-layered structure (see Figure 1 and Figure 2). 
We included the first 10 comments on each post (first-level comments) and their first 5 
responses (second-level comments) in the final sample. Therefore, each post would have 
a maximum of 60 comments to be analyzed. The ranking of comments in both layers was 
largely determined by the likes received, which means that the comments we sampled 

Figure 2. Process of data collection.
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were the most popular and influential ones.  They were viewed by and engaged with the 
most people. All comments released after May 10 were discarded. Overall, we obtained 
162,887 comments.7

Measurement

Online incivility. This study focused on a special type of incivility: location-based, uncivil 
name-calling. As Lee et al. (2019) argued, it is difficult to develop a complete scheme 
encompassing all forms of uncivil expression using a computational approach. More 
importantly, incivility in online political discussions is rooted in a specific platform cul-
ture, so the strategy of operationalization should be highly contextualized and constantly 
updated. Based on Mandarin Chinese profanity in Wikipedia8 and researchers’ long-term 
digital observations of Weibo discourse, we created a dictionary to identify the words 
involving location-based uncivil name-calling (see Table A3 in Supplementary 
Information).

The 96-word dictionary mainly comprises three kinds of uncivil terms. The first cat-
egory involves the mutual stigmatization of countries, regions, and people between 
domestic and overseas users. One example is “guizi” (鬼子), which means “the devil” in 
English. It refers to Japanese invaders in World War II and has become a pejorative term 
targeting Japanese people in online discussions. Another example is “zhiqu”(支蛆), an 
insulting and racist term targeting Chinese people, especially those who support the cur-
rent Chinese government. The second category includes negative words related to politi-
cal disagreement. The term “wushiwan” (五十万), for instance, literally translates to 
“half a million dollars.” It is a satirical expression used to label users who support the US 
position and interests by accusing them of receiving illegal funding from the US govern-
ment. The third part also denotes overseas entities but is used for political satire aimed at 
domestic users. An example of this type is the term “meidie” (美爹), literally meaning 
“American daddy,” which is used to shame pro-US users. Comments containing any 
word in the dictionary were regarded as “uncivil comments” and coded as 1 (0.86%), 
whereas others were coded as 0 (99.14%).

For validation, we randomly selected 200 each of civil and uncivil comments from 
our dataset and invited two graduate students familiar with online political discussions 
on Weibo to code these 400 comments. We obtained acceptable reliability (Krippendorff’s 
α = 0.9), which supported the validity of our dictionary in gauging uncivil speech. See 
Supplemental Appendix II for more details.

Treatment. We coded a binary variable indicating whether the IP location was displayed 
for the comment (0 = pretreatment, 53.51%; 1 = posttreatment, 46.49%).

Audience size. We created an account-level variable, audience size, which was measured 
by the number of followers of each account. We log-transformed and further standard-
ized the values (M = 16.39, SD = 1.70).

Time. As an important variable used in our model (see below), time was coded as a con-
tinuous variable indicating the temporal distance from the beginning of our observation. 
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We looked at the exact second of the commenting time and transformed the relative 
temporal distance into a value ranging from 0.00 (16 April, 00:00) to 25.00 (10 May, 
24:00).

Analysis strategy9

We conducted an interrupted time series (ITS) analysis to determine whether displaying 
a user’s IP location can affect the incivility of news comments on social media. ITS 
analysis is a variation of regression discontinuity design, where the running variable is 
time. This method allows researchers to make causal inferences when randomized trials 
are impractical (Morgan and Winship, 2015). It requires data collected at multiple 
instances before and after the introduction of an intervention. In our study, the interven-
tion was Weibo’s policy of displaying IP locations starting on 28 April 2022. Thus, ITS 
analysis can test whether the outcome observed in the post-intervention period is signifi-
cantly different from that observed before the intervention, which allows us to character-
ize the effect of the intervention (Ramsay et al., 2003). Because our outcome variable 
was binary, we used generalized linear mixed-effects models to test our hypotheses.10 
The following equation describes the model used to characterize the main effect (j means 
the media account to which each comment belongs)

Pr Incivility logit T Treatment etj j t tj( )= + + +( )−1
0 1 2β β β

β γ µ0 00 0j j= +

In the equation, Incivilitytj  refers to the incivility (1 or 0) of the comment posted at 
time t on media outlet j, whereas T refers to time, and Treatmentt  denotes a dummy vari-
able indicating the presence of IP location.

Results

RQ1 asks whether displaying IP location would decrease or increase the incivility of new 
comments. As shown in Table 1, the treatment in Model 1 significantly predicted an 
increase in incivility (b = 0.289, se = 0.104, p = .005). Compared with the pretreatment 
period, the odds of location-based name-calling increased by 33.5% after the IP location 
was displayed on Weibo.11

To better present the decivilizing effect of displaying IP locations, we visualized the 
predicted possibilities of location-based name-calling (Figure 3). Before Weibo’s new 
policy on IP location, the predicted possibility of uncivil words showed a slight down-
ward trend. However, it sharply increased from 0.35% to 0.46% when the intervention 
occurred on 28 April, an increase of more than 30% compared with the pretreatment 
period.

Regarding the effect of audience size, RQ2 asks the relationship between the audience 
size and the level of news comment incivility. To answer the question, we added the term 
audience size and its interaction with the treatment into the model. The result in Model 2 
suggests that a larger audience significantly predicted a lower level of incivility 
(b = −0.922, se = 0.147, p < .001). A one standard deviation increase in the logged size of 
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Table 1. Generalized linear mixed-effects models predicting incivility.

Model 1 Model 2

Intercept −5.390***
(0.174)

−5.449***
(0.145)

Treatment 0.289**
(0.104)

0.451***
(0.110)

Time −0.021**
(0.008)

−0.020**
(0.008)

Audience size −0.922***
(0.147)

Treatment × audience size 0.273***
(0.061)

σ2 3.29 3.29
τ00 (media account) 1.35 0.76
N (level 1) 162,887 162,887
N (level 2) 66 66
AIC 14,765.8 14,726.8
BIC 14,805.8 14,786.8

AIC: Akaike information criterion; BIC: Bayesian information criterion.
Unstandardized coefficients with standard errors are in parentheses.
**p<.01. ***p<.001.

Figure 3. Treatment effect of displaying IP location on incivility.
Note. The shaded areas represent the 95% confidence intervals of the estimates.
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the potential audience would be translated into a decrease in the odds of location-based 
name-calling by 60.2%.12

RQ3 explores the heterogeneity of the treatment effect moderated by audience size. 
The results of Model 2 showed that the interaction item between the treatment and audi-
ence size significantly affected location-based name-calling (b = 0.273, se = 0.061, 
p < .001). We visualized the moderating effect in Figure 4. In general, the gap between 
the two curves became wider as the audience size grew larger. Hence, we can conclude 
that a larger audience size predicted an augmented decivilizing effect of displaying the 
IP location. In other words, when people post comments on accounts with fewer follow-
ers, whether the IP location is visible matters less. The effect we identified—displaying 
IP location facilitates more uncivil comments—is more prominent among news accounts 
that have more followers.

Robustness checks, placebo test, and mechanism test

We further conducted a series of robustness checks using different model specifications. 
First, considering the special media system in China, the audience size is likely to be 
related to media ownership (i.e. state-owned media or others), which may account for the 
effect we observed. Thus, we controlled for media ownership by adding it into the model 
(see Table A4 in Supplementary Information). Second, we used fixed-effects models, 
which excluded time-invariant unobserved differences between media accounts, to test 

Figure 4. Predicted probabilities of incivility by audience size.
Note. The shaded areas represent the 95% confidence intervals of the estimates. The range of the audience 
size was 1.5 standard deviations above and below the mean.
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whether our conclusions were still the same (see Table A5 in Supplementary Information). 
Third, we considered the nonlinear effect of time trend by adding another item, Time2, 
into the baseline model (see Table A6 in Supplementary Information). Fourth, we esti-
mated the treatment effect by adjusting the time window observed (from 25 to 17 days). 
The comments collected within 8 days before and after 28 April were regarded as a new 
dataset for testing our hypotheses (see Table A7 in Supplementary Information). Fifth, 
we added the interaction item between Treatment and Time into mixed-effects models 
(see Table A8 in Supplementary Information). All the results of the above tests were 
similar to the findings reported above.

In addition, we ran a placebo test to check whether the effect is indeed explained by 
the policy change on IP location. 22 April, a week before the real intervention, was 
treated as a pseudo-intervention for conducting such a placebo test. The original pre-
intervention period was divided into two groups: a control group (16–21 April) and a 
“treatment” group (22–27 April). As there was no real intervention at that time, we 
expected that the effect of “treatment” would disappear when we ran our models again 
on this dataset. We found that the main effect of displaying IP location became insignifi-
cant (see Table A9 in Supplementary Information). However, the effect of the interaction 
item did not disappear.

We also conducted an additional mechanism test to further support that it is the asso-
ciation between geolocation and ideological positions that plays a key role in facilitating 
the rise of incivility. The test revealed that “between overseas and China” posttreatment 
second-level comments showed the highest incivility level, significantly higher than 
“between different provinces” posttreatment second-level comments. The finding sug-
gests that it is the ideological positions extrapolated from geolocation that mainly explain 
the increase in incivility. See Supplemental Appendix III for more information.

Discussion

Decivilizing effect of IP location

By displaying users’ IP locations, Weibo endeavored to civilize online discourse. We 
found that, after the rollout of the IP location policy on Weibo, the location-based incivil-
ity of news comments on COVID-19 actually increased (RQ1). This effect contrasted 
with the antisocial deindividuation hypothesis but aligned with the SIDE. The dynamics 
of group identification, fueled by the prominence of group identity and personal ano-
nymity in a visually anonymous online environment, facilitated intergroup animosity 
and particularly, the use of uncivil language. By characterizing outgroup members in 
terms of an outgroup stereotype (Reicher et al., 1995), individuals deem outgroup mem-
bers political rivals by simply referring to the IP location. As our case indicates, ideologi-
cal disagreements around pandemic issues extrapolated from geolocation information 
have driven people to use location-based, uncivil name-calling. This echoes previous 
studies on how displaying social identity (e.g. political affiliation) on the Internet can 
fuel intergroup conflicts and polarization (Marchal, 2022; Rains et al., 2017).

This effect supports the potential for a wide range of social media affordances to 
function as identity markers, which can fuel group identification and intergroup 
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behaviors. This is not unique to geolocations. Settle (2018) observed that social media 
users usually post a variety of content on social media. Not only do all kinds of content 
have the potential to be politicized, given the sorting between various identities, but 
almost all social media affordances can be interpreted politically. Besides some explicit 
opinion expressions and political engagement, other elements, including the use of 
certain products, could all implicitly signal ideological identities (Settle, 2018). As we 
see a rise of polarization, politicization, and political sorting in other societies (Lee, 
2021; Peterson and Muñoz, 2022), we speculate that many affordances that were not 
originally designed to reveal political identities, including IP location, can act as de 
facto ideological indicators. They can transform interpersonal interactions into inter-
group encounters in online environments.

Our findings also provide practical implications for digital platforms and policymak-
ers by presenting the paradox of affordance adjustment. Internet companies have invested 
many resources in content moderation (Gillespie, 2018). Compared with manual inspec-
tion and automating moderation, technological adjustments, such as displaying IP loca-
tions, may be less costly and less sophisticated. However, social media affordances are 
actually embedded in a broader sociotechnical system whose functions may comprise 
multiple and complex dynamics (Crawford and Gillespie, 2016). Our study suggests that 
social media platforms should give more consideration to unintended consequences 
when they decide to roll out such interventions. A seemingly simple and straightforward 
approach may have side effects.

Audience size as a moderating factor

Our study also suggests that a larger network is associated with a higher level of civil-
ity in user discussions (RQ2). People in larger networks may believe that they have 
more chances to encounter different views, so they have to take more risks of being 
judged and surveilled by others. This setting increases their tolerance of opposing 
opinions (Mutz, 2006) and openness to political disagreements (Moy and Gastil, 2006). 
These mechanisms may explain why people were less likely to use location-based 
smear words and name-calling in the comments of posts published by more popular 
news accounts. This finding indicates that the comments of popular news accounts 
meet several key ideals of the public sphere (Habermas, 1987): The large network is 
more conducive to constituting a more inclusive and diverse digital space. These 
spaces are also likely to be more civil, according to our study. They have the potential 
for civic engagement and digital governance.

However, the moderating effect of audience size on how IP location affects incivility 
displays a gloomy image: The decivilizing effect is especially augmented in these large 
networks (RQ3). Although a big arena makes it possible for people to benefit from 
diverse opinions, it also increases users’ probability of encountering overseas accounts 
and further fuels intergroup conflicts when discussing politically controversial issues, 
which undermines the civic potentials that we discussed above.

This moderating effect also casts light on the contingency of the effect of anonymity 
in computer-mediated communication. In contrast to previous studies (e.g. Halpern 
and Gibbs, 2013; Oz et al., 2018; Rowe, 2015), our study showed that in a large 
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network, reducing the level of anonymity increased incivility. This discrepancy may be 
explained by the fact that the anonymity and the nature of digital networks vary across 
these contexts. For example, Rowe (2015) compared comments on a large news web-
site and its corresponding Facebook page. The contrast revealed the effect of display-
ing personal identity, not social identity, which was the focus of this study. The 
distinction between these two identities has also been documented in several studies 
(e.g. Jaidka et al., 2022). Furthermore, the social network environment contains abun-
dant weak and personal ties, whereas online websites do not. In summary, the contex-
tual settings of the online environment and the particular form of identifiability may 
greatly shape the effect of anonymity. The typology and contingencies of the anonym-
ity effect should be further explored.

Limitations and future research

All studies have limitations. Ours is not an exception. First, we only paid attention to the 
comments of news posts related to COVID-19 issues, which is a controversial topic in 
our context. Our findings on intergroup conflicts may be conditional on the fact that 
attitudes toward this topic could be associated with the ideological position often linked 
to their geolocation. For topics on which the public has largely reached consensus, the 
sorting between various identities and attitudes may not be prominent, so the effect of IP 
location may disappear, which should be substantiated in future studies.

Furthermore, we focused only on location-based identity and related incivility, 
whereas social media affordances can signal other social identities, such as gender, race, 
and sexuality. The sorting between them and ideologies is prominent in many contexts. 
For example, in the eyes of populists, women and feminists in China are mostly liberal 
and favor Western liberal ideologies (Han, 2018b). Scholars can further investigate these 
identities and how the relevant social media affordances exert similar effects. The find-
ings should help us understand the dynamics of incivility in online discussion.

Moreover, as our research scope was limited to one specific type of uncivil speech, 
whether this effect is generalizable to other aspects is unknown. Future studies should 
investigate whether this mechanism has the potential to be applied to other forms of 
uncivil language and the overall level of incivility.

Meanwhile, this study overlooked various intergroup factors. The decivilizing effect 
of IP location is contingent on the social sorting of regional and ideological identities 
(e.g. Qian et al., 2021), as well as the particular intergroup contexts highlighted in previ-
ous SIDE studies (Marchal, 2022; Rains et al., 2017). For example, when people per-
ceived a higher fraction of ingroup members in the discussion, they posted more civil 
content (Rains et al., 2017). This perception is shaped by the technological affordances 
and general opinion climates on the platform. How these factors together shaped the 
effect we characterized should be further explored.

Finally, we focused on Weibo, a Chinese social media platform. This particular case 
shared many similar affordances with other platforms, but whether the conclusion is 
generalizable needs empirical assessment. As previously discussed, the findings may be 
contingent on certain contextual factors that can be grasped from a cross-platform com-
parison. In addition, as a type of news engagement, news commenting behaviors are 
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always shaped by larger social systems. Whether our findings from China can be applied 
to other settings with different media systems and state–media relationships should be 
tested in the future.

Conclusion

This study investigated the influence of geolocation on online location-based incivility 
and revealed that displaying IP location on social media increased location-based uncivil 
name-calling. Moreover, a comment with a larger audience exhibited a lower level of 
incivility but showed a higher level of the decivilizing effect of geolocation. This study 
advances our understanding of how social media affordances shape online discourse by 
functioning as identity markers, fueling group identification, and exacerbating inter-
group animosity, which aligns with the SIDE. It sheds light on content moderation, high-
lighting the need for platforms to address the unintended consequences and to consider 
the interplay between technological affordances and group dynamics for creating a better 
online information environment.
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Notes

 1. “Foreign forces”(境外势力) is a phrase to refer to overseas organizations and people who 
challenge the dominant power and ideologies in China. In both Chinese Internet and official 
discourse, many political events and online hotspots are attributed to “foreign hostile forces” 
(McKune, 2015).

 2. Different from Twitter, on Weibo, comments generated by users’ followers will not be dis-
played on users’ timelines. This means that commenters’ social ties largely cannot affect the 
dissemination of the commented posts.

 3. Under the real-name registration policy, users must provide their real names to the platform.
 4. Weibo established the user credit system in 2012 to manage web content and users. Each user 

is given a starting credit score of 80, which will be increased or decreased based on Weibo’s 
assessment of the user’s performance. The user’s account will be automatically closed when 
the credit score falls to 0 (see Jia and Han, 2020).

https://orcid.org/0000-0003-2642-4760
ttps://osf.io/4qnte/
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 5. Self-media (also translated as we media) refers to noninstitutional content providers on 
Chinese social media platforms (Fang, 2022), usually distinguished from mainstream media 
and official media. Here, we define self-media as Weibo accounts operated by individuals 
or small-scale teams who mainly express their views on current political and social issues. 
We included a few influential self-media accounts in our analyses, given their prominence in 
today’s Weibo media landscape. See Table A1 for more information.

 6. We conducted a Wilcoxon signed-rank test to examine whether the posts related to COVID-
19 differed for news accounts we examined before and after the treatment, which were two 
equal periods. The result revealed no difference (V = 1144, p = .643). We also tested whether 
this was the case for a narrow time window (17 days; see robustness section below), which 
showcased a qualitatively similar result (V = 1186.5, p = .142). These findings aligned with the 
“as-if” random assignment assumption here.

 7. Not all news posts chose to completely display their responses. To eliminate the impact of 
censorship of news posts, we removed all the posts selectively displaying their comments 
and tested the same models with the new dataset. The results did not change (see Table A10 
in Supplementary Information). Except in the mechanism testing, we did not differentiate 
first-level comments and second-level comments given that users often do not follow a strict 
“reply” structure—for example, they may post a first-level comment to criticize another first-
level comment rather than posting a second-level comment.

 8. See: https://en.wikipedia.org/wiki/Mandarin_Chinese_profanity.
 9. All replication materials, including scripts and data files, can be accessed by an online 

repository.
10. Mixed-effects models consider differences between media accounts. To verify whether the 

account-level variation matters, we first fitted a null model with no predictors and a random 
intercept. The intraclass correlation coefficient (ICC) was .3, indicating that using a mixed-
effects model rather than an OLS regression model is necessary (Cohen, 1988).

11. Exp (0.289) − 1 = 0.335.
12. Exp (−0.922) − 1 = −0.602.
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